
IMPORTANT	INFORMATION	ABOUT	NEW	WIRELESS	ACCESS	POINTS	
-These new Wireless Access Points (APs) are providing expanded wireless 	

connectivity for you and others in your building. 	
-Tampering with the AP will result in loss of wireless connectivity. 	

-Please read the following additional important information.	
	

	

	

● The wall-mounted Access Point above is used in some of the residence halls and 
apartments. These have three 1Gbps Ethernet ports that can be used for 
computers/gaming systems or ”wired” routers registered in NetReg. Wireless routers will 
be disabled and unregistered.  	
	

● The ports available for use start with the LAN port (Green) on the right and include the 
next two labelled PSE LAN1, LAN2 and LAN3.	
	

● The PASS-THRU (Gray) port should NEVER be disconnected, as that is the 
connection to Bradley University's Network and provides power and network to the 
unit. The network cable provided by the University should never be unplugged from the 
gray PASS-THRU port or the network jack in the wall.  There is also a CONSOLE port 
(Blue) that is not to be used and has a security tab in the port. Tampering with the 
security tab or port will result in the Access Point being disabled.	
	

● The network port in the wall that the Access Point is plugged into will ONLY work with 
this AP.  It will not work with any other device.  If the AP is unplugged from the network 
jack, you will lose wireless and wired connectivity in your room. 
	

● If you have a problem connecting to the wireless, or the wired ports, please contact the 
Technology Helpdesk (309) 677-2964.  	

	
	

NOTE: We are able to track when these items are removed 	
and if removed/missing residents will be billed for them.	


